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（一）项目概况
为保障医院信息系统持续、稳定、安全运行，确保网络安全设备功能完整、特征库及时更新、系统漏洞及时修复，现计划对现有网络安全设备的软件授权、威胁特征库升级服务及硬件维保服务进行采购。需要对医院的网络系统硬件设备购买一年的维保服务，并实现如下目标：
1.对IT资产信息的全面了解。全面清查现有数据中心机房内的全部IT设备，包括资产的基础信息、配置信息、关系信息、生命周期信息，以及与业务系统的关联关系等信息，并与现有资料进行核对，彻底核实了解数据中心资产数据；
2.对IT资产实现全面管理。将数据中心的IT设备建立以业务为主线的管理新模式，同时建立全新的资产管理制度，搭建设备全生命周期的管理信息系统；
3.了解系统的健康性状况。对核心业务相关的系统进行全面的健康性分析，分析潜在问题,给出解决建议和方法,以便尽早发现隐患，防患于未然，降低系统中断的风险，并保持定期检查；
4.实行实时系统监控服务，提高故障预警和故障处置能力。建立监控体系，对机房环境、重要系统和重要设备实现7x24小时自动化性能监控。并将日常的故障维修和应急响应外包给专业化的技术队伍，实现7x24x365的全年无休的技术支持服务，保证业务系统的故障能第一时间发现，第一时间处理，第一时间解决；
5.设备可用性：保障现有安全设备的性能，对设备进行日常性的维护，及时发现设备问题，避免设备硬件故障、性能滞后的现象出现。
（二）维护服务要求
1.成交供应商负责对清单内设备提供原厂保修服务。
2.成交供应商需熟悉用户网络环境，能够针对用户出现的网络故障迅速定位，并提供相应的解决方案；提供日常维护工作，包括定期巡检、配置检查、配置更新、故障排除等工作。定期对网络硬件及网络系统进行巡检工作，及时发现问题，保证网络系统稳定运行。
3.出现硬件故障后要求在4小时内排除，出现软件系统故障时，配合信息处做好网络安全等设置工作，确保网络系统安全、稳定运行。
（三）应急维护服务要求
成交供应商要为医院信息处建立完善的信息系统应急维护体系，应对信息系统在运行过程中出现的各种突发事件的应急处置，有效预防和最大程度地降低信息系统各类突发事件的危害和影响，保障信息系统安全、稳定运行。
（四）台账要求
成交供应商要为医院信息处建立专门的系统维护台账。服务人员第一次到现场巡检时，要做出保修设备的详细配置清单、所使用的操作系统、版本号、系统的使用情况及系统的配置参数。每次巡检为每台保修设备填写巡检表，记录设备的运行情况、出现过的问题和解决的办法、设备的配置变动等情况，并建立科学合理的巡检台账。
（五）本次设备维护包含设备硬件损坏免费更换的提供，采购人不再提供额外费用。
（六）其他要求
1.项目人员配置：需要组建不少于4人的服务团队。其中项目经理1人，要求具备良好的沟通协调能力、以及具备丰富的项目管理知识、团队领导经验；其他项目组成员不少于3人。（上述人员均为大专及以上学历）
（七）考核
1．服务期内采购人分4个季度对成交单位的维护服务进行考核，4个季度的考评结果均≥90分，甲方支付合同余款。
2.考核表：
	项目
	内容
	考核分

	基础管理（25分）
	工作计划管理
	5分

	
	规章制度执行管理
	5分

	
	故障排除、维护记录
	10分

	
	季度维护报表
	5分

	质量管理（60分）
	日常维护
	10分

	
	定期巡检、维护
	10分

	
	故障修复
	15分

	
	故障响应速度
	10分

	
	系统完好率
	15分

	人员管理（15分）
	现场人员服务质量
	15分


（八）其他说明：
1.成交单位在项目实施过程中，未经采购人批准，不得随意更换项目组成员。如果采购人认为技术服务人员不具备本次服务工作所需的技术能力，有权随时要求成交单位对该成员进行更换。项目实施人员在服务期间内出现的工伤及其他意外事故，均由成交单位自行负责，采购单位不承担任何责任。
2.响应供应商成交后提供服务均为按国家规格条例的合格正规服务、符合规范要求。
维保设备清单：
	序号
	名称
	品牌
	型号
	产品序列号
	服务要求

	1
	行政网防火墙
	山石
	SG-6000-E2868
	2812740205006138
	授权：入侵防御特征库、硬件质保

	2
	外联区防火墙
	山石
	SG-6000-E2860
	2812711182000530
	授权：病毒库升级1年、应用特征库升级1年

	3
	外联区入侵防御
	启明
	NGIPS5000-B-S
	116101909179998
	授权：IPS特征库升级1年、

	4
	医联体IPS
	天融信
	TopIDP3000
(TI-51428)
	Q1901048548
	授权：IPS库

	5
	
	
	
	
	硬件质保1年

	6
	医联体防火墙
	天融信
	TopGate500
(NU-51442)
	Q1901048551
	授权：病毒库

	7
	
	
	
	
	硬件质保

	8
	行政网行为管理
	山石
	SG-6000-ICM1300
	W2QC7HF0NC010243
	授权：上网行为规则库、硬件质保

	9
	鼎甲备份一体机
	鼎甲
	鼎甲DK2110C
	DS527G219011048
	授权：备份软件维保服务、硬件质保

	10
	网闸
	天融信
	天融信TR92126-RB
	SN：Q1712640011
	硬件质保1年

	11
	终端威胁防御系统1500点数
	天融信
	天融信
v1.0.2.2.14
	服务器及终端授权
	1200个Windows终端点数,250个winServer点数,50个Linux点数，病毒库升级/1年

	12
	桌面安全管理系统
	盈高
	ASM-0303
	ASM-0303
	硬件质保1年
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